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**Abstract** – This paper presents a Generic Protection Analyzer (GPA) to run and analyze EMTP protection system simulations. This GPA is a generic software protection model that exchanges data with EMTP programs through the input case data files and the output simulation files. The proposed technique results in less computational complexity and faster execution due to the manner in which the individual relays are represented in the GPA. This is the key feature of this proposed technique. The proposed GPA was implemented using the MATLAB object-oriented programming language and linked with the EMTDC simulation program.
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I. INTRODUCTION

Protection system studies ensure that the protection equipment is selected to withstand the operating levels, the protective functions are dependable and secure, and the relays are set to respond to faults within their zones of protection. These studies should include both transient and steady state analyses. Therefore, Electromagnetic Transient Programs (EMTP) are an important tool for the simulation of the protection systems.

EMTP protection system simulation consists of two main modeling tasks namely the modeling of power system network and the modeling the protection system. The protection system simulations include relay performance testing, relay mis-operation analysis, and protection system design. In such simulations where it is required to analyze contingencies in a network containing hundreds of relays on different branch-ends, the burden of modeling and configuring of each of these relays introduces time and effort constraints to protection engineers in conventional procedures. Furthermore, the simulation computational complexity will depend on the number and the functions of the modeled relays within the simulated network. In all these simulations, the relay model can be operated in either closed-loop or open-loop simulations.

In the closed loop simulations, the relay model is combined with EMTP simulations. The relay model can be implemented using TACS (Transient Analysis of Control System) [1], ATP-MODELS [2], EMTP Add-in custom FORTRAN code [3, 4, 5], or MATLAB functions [6]. In these simulations, the relay is modeled to work interactively within EMTP and therefore the modeled relay operates switches in the EMTP network simulations.

On the other hand, the open loop simulations (play-back) do not allow the modeled relay to operate switches in the EMTP network simulations. In these simulations, the relay model is stand-alone and can be implemented by any programming language including C, FORTRAN, MATLAB, etc. The output simulation files from the EMTP are converted to the required format which are then fed to the relay model to analyze these files.

In large networks modeling of significant number of relays in TACS is sometimes inconvenient, and open-loop simulation is possibly one of the most effective ways to analyze relay operation. However, there is also a drawback of open-loop simulations in that it is impossible to model situations such as fault clearing and reclosing. In order to model such situations in open-loop simulation, switches should be operated in “manual” mode by adjusting opening and closing times rather than controlling the switches by TACS or MODELS as in closed-loop simulations.

Several studies have been published on using the EMTP for protection system simulations. The early work in [7] described a procedure for analyzing fault detection algorithms using EMTP. The study reported in [8] presented a method to test the transient performance of a digital relay by modeling relay components within EMTP program. In [3], Models for current transformers and capacitive voltage transformers within EMTP were developed and incorporated in the EPRI/DCG EMTP Version 2.0. The technique in [9], presented an approach in which the relay simulation combines the advantages of both the closed-loop and open-loop approaches.

In the concept proposed in this paper, one Generic Protection Analyzer (GPA) is created to serve as a generic software computational engine which can analyze EMTP results. This GPA acquires its input voltage and current information by capturing the reading of the target relays (the required relays under study) located at given branch-ends in the simulated network. The target relays exist virtually in the simulated network and carry the tag of their corresponding location in the simulated network. These target relays take their settings and required protective functions by accessing a system database of the network under study. This proposed technique results in less computational complexity and faster execution due to the manner in which the individual relays are represented in the GPA. This GPA operates on open-loop simulations, but the concept can be extended to operate on closed-loop simulations.
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II. THE CONCEPT OF THE PROPOSED GPA

The concept of the GPA is based on the creation of virtual relays to represent the actual relays in a network. The mechanism whereby each virtual relay is created is, in fact, a software model which acquires the voltage and current information at a given target relay location (the required relay under study) for some specific event and transforms this information into protection system parameters through its mathematical algorithms. These parameters represent the response of the system at target relay to the each simulated event such parameters are overvoltage (magnitude and duration), overcurrent (magnitude and duration), transient apparent impedances, zero and negative sequence unbalances, etc.

The purpose of the GPA is to analyze the consequences of every simulated event in the EMTP and generate the results in terms of protection system parameters. These consequences are acquired by the GPA in terms of voltages and currents for a targeted relay location leading to the creation of its corresponding virtual relay. As a result of this action of the GPA, it is not necessary to configure relays in the actual simulated network but only to tag their location in the network through the action of the user.

The relationship between the EMTP, and the GPA is illustrated in Figure 1.

The operation of the GPA concept can be illustrated in Figure 2 for any given target relay Rx. The following steps describe this operation:

1. The user chooses the target relay Rx for which the relay response is required for each simulated event.
2. A series of events is simulated in order to determine the consequences at this target relay location.
3. The consequences of these events in terms of voltage and current are stored into data files.
4. At the same time, the GPA creates a virtual relay Rx which acquires the data stored in the data file and its properties from the corresponding target relay data present in the system database.
5. Thus, the virtual relay Rx is an instance of the GPA from which the system parameters of the target relay are determined.
6. The system parameters of the virtual relay are determined from an analysis of the input data using the algorithms inherited from the GPA model.
7. As a result, the virtual relay represents the actual relay Rx and is, in fact, a GPA for Rx.
8. Thus the GPA creates a model of itself for each physical relay in the network, the output of which are the system parameters.
9. The user then compares these system parameters with the relay characteristics for each simulated event.

The features of the proposed Generic Relay are summarized in Table 1. This table indicates that the GPA modeling results in less engineering time and effort, as well as less computational complexity. This is because the relay configuration is done dynamically at the creation of each virtual relay.

![Fig. 1 The relationship between the EMTP and the GPA](image1)

![Fig. 2 The concept of the GPA](image2)

<table>
<thead>
<tr>
<th>Item</th>
<th>Generic Relay Features</th>
</tr>
</thead>
<tbody>
<tr>
<td>Relay representation</td>
<td>No physical relays are modeled within network data cases. Instead, only tagged current and voltage monitors are defined.</td>
</tr>
<tr>
<td>Relay Functions</td>
<td>Relay functions combined in one single package relay to serve as a single multifunction relay.</td>
</tr>
<tr>
<td>Relay configuration</td>
<td>Relay configuration is done dynamically at the creation of each virtual relay.</td>
</tr>
<tr>
<td>Reusability (All in one)</td>
<td>All created virtual relays use (share) one computational engine which is embedded in the GPA model.</td>
</tr>
<tr>
<td>Modularity (All in one)</td>
<td>Each created virtual relay acquires the properties of the protected equipment where this relay is located. Such data includes line data, circuit breaker data, series equipment data, stability data, etc. Therefore, each created virtual relay is, in fact, a compendium of related data at the specific location.</td>
</tr>
</tbody>
</table>
III. THE GPA COMPONENTS

The design of the GPA is based on cooperation of basic units to calculate system parameters through protective relaying algorithms. Such basic units include: current unit, voltage unit, and timer unit. Each of these units has a structure which has states and functions.

The algorithms that operate on the abovementioned basic units can include: current and voltage digital filters, time-overcurrent, instantaneous overcurrent, under/over-voltage, symmetrical component filtering, directional power, apparent impedance, fault classification, current differential, phase comparison, overcurrent time durations, undervoltage time durations, and transient time duration.

Figure 3 shows the components of the proposed GPA which contains the following.

a) The Inputs to the GPA are a) the target relay current and voltage data files from the EMTP program and b) the target relay database.

b) The output of the GPA is a list of system parameters for all the prescribed events that have been simulated.

c) The Relay Configuration is performed through the user interaction to: a) set the tag of the virtual relay to be created for the target relay, and b) select the required algorithms for analysis of the case study.

d) The GPA Manager is a program that manages all the cooperation between the units of the GPA in order to implement the algorithms of the GPA. In addition, it acts as an interface of the GPA to the user through which the user can communicate with the GPA. In this respect, the GPA receives message requests from the user and performs the required computations in response.

e) The GPA Computational Engine (GPACE) processes protection algorithms that calculate system parameters. The computational engine is a multifunction protection software model developed specifically as a part of this study. This multifunction model can be used for performing a variety of protection system studies. The protection algorithms within this software model are represented by both transient generic model (which calculates relay response at each instant of time for specific current and voltage) as well as phasor model (uses phasor equations). The selection between these types of modeling depends on the event to be studied. For example, the steady-state events require phasor model while the transient events require transient model. This computational engine is used by each virtual relay for the calculation of the system parameters associated with this virtual relay. The general form of the algorithms that compute the system parameters can be written as follows:

\[ \{SP\} = f(I, V, T) \]

Where:

- \( I \) is a set of the GPA system parameters
- \( V \) is the voltage unit object
- \( T \) is the timer unit object

The following three examples show how algorithms are implemented from the cooperation of the GPA units:

- time-overcurrent algorithm:
  \[ \{SP_{toc}\} = f_{toc}(I, T) \]
  and \( T = f(i, k1, k2, ..., kn) \)
  where \( k1 \) to \( kn \) are constants which govern the current-time characteristics of the time-overcurrent algorithm.

- RMS detector algorithms:
  These algorithms estimate the rms magnitude and phase angle of the currents and voltages. They can contain different mathematical models such as Discrete Fast Fourier Transform, Walsh functions, Least Squares methods, Kalman filters which are implemented in the proposed GPA.
  \[ \{SP_{df}\} = f_{df}(I, f, N) \]
  \[ \{SP_{ov}\} = f_{ov}(V, f, N) \]
  Where:
  \( N \) is the number of samples per cycle.
  \( f \) is the fundamental frequency [Hz].

- Apparent Impedance algorithm:
  It calculates the apparent impedances of the fault loops based on the voltage and current units for different faults such as phase-to-ground, phase-to-phase, and three-phase.
  \[ \{SP_{Z}\} = f_{Z}(I, V) \]
  \( \{SP_{Z}\} \) is a set of all calculated loop apparent impedances.

Fig. 3 GPA Components
IV. THE IMPLEMENTATION OF THE GPA

The implementation of the proposed GPA is based on the Object-Oriented design technique. This technique has been selected because it allows: a) building of systems that evolve over time (open system architecture), b) reusing of classes and objects and promoting a great degree of code reuse that avoids replication of codes and c) extending classes by inheritance to achieve reuse at the class level.

Figure 5 shows the implementation of the proposed GPA using the MATLAB [10].

V. CASE STUDY

The purpose of this case study is to demonstrate the effectiveness of the proposed GPA.

The system studied is shown in Figure 4. This case study was obtained from [11] with the parameters stored in a system database file.

The system database contains data for every component in the actual network shown in Figure 4. This data can include data for generation systems, transmission systems, distribution systems, and protection systems as follows:

a) data for generation and transmission systems (the values are given in per-unit):

- \( S_{base} = 5000MVA \) (Base Power).
- \( V_{base} = 220Kv \) (Base Voltage).
- \( f = 50 \) Hz
- Line Length = 400 Km.
- \( E_S = 1.0ej^{0} \) (Sending-End source voltage).
- \( E_R = 1.0ej^{0} \) (Receiving-End source voltage).
- \( Z_s = 0.04 \) (fault resistance).
- \( TL = \) Transmission line (PI-model)
- \( SC = \) Series Capacitor
- \( Z_S \) and \( Z_R \) are sending-end and receiving-end source impedances.
- \( R_{q} = 0.001 \) pu/Km (line zero sequence resistance).
- \( R_{l} = 0.00033 \) pu/Km (line positive sequence resistance).
- \( X_{q} = 0.0114 \) pu/Km (line zero seq. inductive reactance).
- \( X_{l} = 0.00382 \) pu/Km (line pos. seq. inductive reactance).
- \( X_{qCL} = 4504 \) pu.Km (line zero seq. cap. reactance).
- \( X_{lCL} = 2252 \) pu.Km (line pos seq. cap. reactance).
- \( X_{q} = 0.153 \) pu (sending-end zero seq. reactance).
- \( X_{l} = 0.382 \) pu (sending-end pos. seq. reactance).
- \( X_{qR} = 0.153 \) pu (receiving-end zero seq. reactance).
- \( X_{lR} = 0.382 \) pu (receiving-end pos. seq. reactance).
- \( X_{SC} = 0.6089 \) pu (series capacitor reactance).
- \( line\_conductor\_rated\_current = 1200 \)
- \( line\_breaker\_rated\_current = 1500 \)
- \( line\_switch\_rated\_current = 1500 \)
- \( line\_trap\_rated\_current = 1000 \)
- \( line\_series\_compensator\_rated\_current = 1600 \)

b) Data for protection relays is given in data files. For example the protection data for the relay R1 shown in Figure 4 includes the following sample data:

```
Relay Database file: R1.dat
- relay_tag : R1
- station_name: S
- line_name: Line1
- line_length: 400
- rated_freq: 50
- current_transformer_ratio: 1200/1
- voltage_transformer_ratio: 220000/110
- minimum_load_current: 1000
- maximum_load_current: 1500
- system_rated_line_voltage: 220000
- line_characteristic_angle: 85
- overcurrent_pickup_setting: 1.0
- distance_relay_characteristic: mho
- zone_one_setting: 41
- zone_two_setting: 58
- zone_three_setting: 96
```

The case study consists of simulation of a transient single-phase-to-ground fault at F1 shown in Figure 4. The fault is initiated at \( t = 0.25 \) sec, cleared at \( t = 0.3 \) sec. The required target relay was selected to be the relay R1 shown in Figure 4. The required analyses of this target relay are a) transient fault current, b) transient voltage in the un faulted phases, and c) the transient impedances seen by this relay.

The simulation time and step size were selected 1.0 sec and 50e-6 sec respectively. Some of the results of this case study are shown in Figure 5.

V. CONCLUSIONS

In this paper, the concept of the Generic Protection Analyzer (GPA) is presented along with its components. The concept of the GPA is to create a virtual relay for each target relay. The virtual relay thus created is, in fact, the GPA for this targeted relay since it inherits all the properties and behavior of the GPA. The essential feature of the GPA is a mechanism whereby the prescribed events simulated in the EMTP program are analyzed and the generation of the protection system parameters of the relays are then passed to the user.
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The protection system parameters are passed to the user

Fig. 5 Implementation of the proposed GPA using the MATLAB program
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